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QUESTION 1

A company has an inbound share set up with eight tables and five secure views. The company plans to make the share
part of its production data pipelines. 

Which actions can the company take with the inbound share? (Choose two.) 

A. Clone a table from a share. 

B. Grant modify permissions on the share. 

C. Create a table from the shared database. 

D. Create additional views inside the shared database. 

E. Create a table stream on the shared table. 

Correct Answer: AD 

Explanation: These two actions are possible with an inbound share, according to the Snowflake documentation and the
web search results. An inbound share is a share that is created by another Snowflake account (the provider) and
imported into your account (the consumer). An inbound share allows you to access the data shared by the provider, but
not to modify or delete it. However, you can perform some actions with the inbound share, such as: Clone a table from a
share. You can create a copy of a table from an inbound share using the CREATE TABLE ... CLONE statement. The
clone will contain the same data and metadata as the original table, but it will be independent of the share. You can
modify or delete the clone as you wish, but it will not reflect any changes made to the original table by the provider1.
Create additional views inside the shared database. You can create views on the tables or views from an inbound share
using the CREATE VIEW statement. The views will be stored in the shared database, but they will be owned by your
account. You can query the views as you would query any other view in your account, but you cannot modify or delete
the underlying objects from the share2. The other actions listed are not possible with an inbound share, because they
would require modifying the share or the shared objects, which are read-only for the consumer. You cannot grant modify
permissions on the share, create a table from the shared database, or create a table stream on the shared table34.
References: Cloning Objects from a Share | Snowflake Documentation Creating Views on Shared Data | Snowflake
Documentation Importing Data from a Share | Snowflake Documentation Streams on Shared Tables | Snowflake
Documentation 

 

QUESTION 2

An Architect runs the following SQL query: 
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How can this query be interpreted? 

A. FILEROWS is a stage. FILE_ROW_NUMBER is line number in file. 

B. FILEROWS is the table. FILE_ROW_NUMBER is the line number in the table. 

C. FILEROWS is a file. FILE_ROW_NUMBER is the file format location. 

D. FILERONS is the file format location. FILE_ROW_NUMBER is a stage. 

Correct Answer: A 

A stage is a named location in Snowflake that can store files for data loading and unloading. A stage can be internal or
external, depending on where the files are stored. 

The query in the question uses the LIST function to list the files in a stage named FILEROWS. The function returns a
table with various columns, including FILE_ROW_NUMBER, which is the line number of the file in the stage. Therefore,
the 

query can be interpreted as listing the files in a stage named FILEROWS and showing the line number of each file in the
stage. 

References: 

: Stages 

: LIST Function 

 

QUESTION 3

A company wants to deploy its Snowflake accounts inside its corporate network with no visibility on the internet. The
company is using a VPN infrastructure and Virtual Desktop Infrastructure (VDI) for its Snowflake users. The company
also wants to re-use the login credentials set up for the VDI to eliminate redundancy when managing logins. 

What Snowflake functionality should be used to meet these requirements? (Choose two.) 

A. Set up replication to allow users to connect from outside the company VPN. 

B. Provision a unique company Tri-Secret Secure key. 

C. Use private connectivity from a cloud provider. 

D. Set up SSO for federated authentication. 

E. Use a proxy Snowflake account outside the VPN, enabling client redirect for user logins. 

Correct Answer: CD 

Explanation: According to the SnowPro Advanced: Architect documents and learning resources, the Snowflake
functionality that should be used to meet these requirements are: Use private connectivity from a cloud provider. This
feature allows customers to connect to Snowflake from their own private network without exposing their data to the
public Internet. Snowflake integrates with AWS PrivateLink, Azure Private Link, and Google Cloud Private Service
Connect to offer private connectivity from customers\\' VPCs or VNets to Snowflake endpoints. Customers can control
how traffic reaches the Snowflake endpoint and avoid the need for proxies or public IP addresses123. Set up SSO for
federated authentication. This feature allows customers to use their existing identity provider (IdP) to authenticate users

ARA-C01 Practice Test | ARA-C01 Exam Questions | ARA-C01 Braindumps                                3 / 5

https://www.geekcert.com/ara-c01.html
https://www.geekcert.com/ara-c01.html
https://www.geekcert.com/ara-c01.html


https://www.geekcert.com/ara-c01.html
2024 Latest geekcert ARA-C01 PDF and VCE dumps Download

for SSO access to Snowflake. Snowflake supports most SAML 2.0-compliant vendors as an IdP, including Okta,
Microsoft AD FS, Google G Suite, Microsoft Azure Active Directory, OneLogin, Ping Identity, and PingOne. By setting up
SSO for federated authentication, customers can leverage their existing user credentials and profile information, and
provide stronger security than username/password authentication4. The other options are incorrect because they do not
meet the requirements or are not feasible. Option A is incorrect because setting up replication does not allow users to
connect from outside the company VPN. Replication is a feature of Snowflake that enables copying databases across
accounts in different regions and cloud platforms. Replication does not affect the connectivity or visibility of the
accounts5. Option B is incorrect because provisioning a unique company Tri-Secret Secure key does not affect the
network or authentication requirements. Tri-Secret Secure is a feature of Snowflake that allows customers to manage
their own encryption keys for data at rest in Snowflake, using a combination of three secrets: a master key, a service
key, and a security password. Tri- Secret Secure provides an additional layer of security and control over the data
encryption and decryption process, but it does not enable private connectivity or SSO6. Option E is incorrect because
using a proxy Snowflake account outside the VPN, enabling client redirect for user logins, is not a supported or
recommended way of meeting the requirements. Client redirect is a feature of Snowflake that allows customers to
connect to a different Snowflake account than the one specified in the connection string. This feature is useful for
scenarios such as cross-region failover, data sharing, and account migration, but it does not provide private connectivity
or SSO7. References: AWS PrivateLink and Snowflake | Snowflake Documentation, Azure Private Link and Snowflake |
Snowflake Documentation, Google Cloud Private Service Connect and Snowflake | Snowflake Documentation,
Overview of Federated Authentication and SSO | Snowflake Documentation, Replicating Databases Across Multiple
Accounts | Snowflake Documentation, Tri-Secret Secure | Snowflake Documentation, Redirecting Client Connections |
Snowflake Documentation 

 

QUESTION 4

At which object type level can the APPLY MASKING POLICY, APPLY ROW ACCESS POLICY and APPLY SESSION
POLICY privileges be granted? 

A. Global 

B. Database 

C. Schema 

D. Table 

Correct Answer: A 

Explanation: The object type level at which the APPLY MASKING POLICY, APPLY ROW ACCESS POLICY and
APPLY SESSION POLICY privileges can be granted is global. These are account-level privileges that control who can
apply or unset these policies on objects such as columns, tables, views, accounts, or users. These privileges are
granted to the ACCOUNTADMIN role by default, and can be granted to other roles as needed. The other options are
incorrect because they are not the object type level at which these privileges can be granted. Database, schema, and
table are lower-level object types that do notsupport these privileges. References: Access Control Privileges | Snowflake
Documentation, Using Dynamic Data Masking | Snowflake Documentation, Using Row Access Policies | Snowflake
Documentation, Using Session Policies | Snowflake Documentation 

 

QUESTION 5

An Architect is designing a pipeline to stream event data into Snowflake using the Snowflake Kafka connector. The
Architect\\'s highest priority is to configure the connector to stream data in the MOST cost-effective manner. 

Which of the following is recommended for optimizing the cost associated with the Snowflake Kafka connector? 

ARA-C01 Practice Test | ARA-C01 Exam Questions | ARA-C01 Braindumps                                4 / 5

https://www.geekcert.com/ara-c01.html
https://www.geekcert.com/ara-c01.html
https://www.geekcert.com/ara-c01.html


https://www.geekcert.com/ara-c01.html
2024 Latest geekcert ARA-C01 PDF and VCE dumps Download

A. Utilize a higher Buffer.flush.time in the connector configuration. 

B. Utilize a higher Buffer.size.bytes in the connector configuration. 

C. Utilize a lower Buffer.size.bytes in the connector configuration. 

D. Utilize a lower Buffer.count.records in the connector configuration. 

Correct Answer: A 

Explanation: The minimum value supported for the buffer.flush.time property is 1 (in seconds). For higher average data
flow rates, we suggest that you decrease the default value for improved latency. If cost is a greater concern than
latency, you could increase the buffer flush time. Be careful to flush the Kafka memory buffer before it becomes full to
avoid out of memory exceptions.https://docs.snowflake.com/en/user-guide/data-load- snowpipe-streaming-kafka 
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