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QUESTION 1

A customer has an AOS 10-based solution, including Aruba APs. The customer wants to use Cloud Auth to authenticate
non-802.1X capable loT devices.

What is a prerequisite for setting up the device role mappings?

A. Configuring a NetConductor-based fabric

B. Configuring Device Insight (client profile) tags in Central

C. Integrating Aruba ClearPass Policy Manager (CPPM) and Device Insight
D. Creating global role-to-role firewall policies in Central

Correct Answer: B

According to the Aruba Cloud Authentication and Policy Overviewl, one of the prerequisites for configuring Cloud
Authentication and Policy is to configure Device Insight (client profile) tags in Central. Device Insight tags are used to
identify and classify 10T devices based on their behavior and characteristics. These tags can then be mapped to client
roles, which are defined in the WLAN configuration for IAPs2. Client roles are used to enforce role-based access
policies for the 10T devices. Therefore, option B is the correct answer. Option A is incorrect because NetConductor is
not related to Cloud Authentication and Policy. NetConductor is a cloud-based network management solution that
simplifies the deployment and operation of Aruba Instant networks. Option C is incorrect because integrating Aruba
ClearPass Policy Manager (CPPM) and Device Insight is not a prerequisite for setting up the device role mappings.
CPPM and Device Insight can work together to provide enhanced visibility and control over 10T devices, but they are not
required for Cloud Authentication and Policy. Option D is incorrect because creating global role-to-role firewall policies in
Central is not a prerequisite for setting up the device role mappings. Global role-torole firewall policies are used to
define the traffic rules between different client roles across the entire network, but they are not required for Cloud
Authentication and Policy.

QUESTION 2
Refer to the scenario.

A customer has asked you to review their AOS-CX switches for potential vulnerabilities. The configuration for these
switches is shown below:
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hostname Access-Swilch-$$

nip authentication-key 1 shai dphertext
AQBapYn45h7mDzxcLhAYWBHBbiegegFASS1kvTQPPgICEfaLCAAAAMID48ONRNSY

nitp trusted-key 1

ntp sarver pool.ntp.org minpoll 4 maxpoll 4 Iburst key-id 1

ntp enable

ntp authentication

1

radius-server host rad.example.com tis

:acacs~server host rad .example.com

Iaaa authentication login ssh group tacacs local

aaa authentication login telnet group tacacs local

:aaa accounting port-access start-stop interim group radius

radius dyn-authorization enable
!
radius dyn-authorization client rad.example.com Uis
ssh server vif default
ssh server vit mgmt
telnet server wif default
telnet server vif mgmt
crypto pki application radsec-client certifcate device-identity
crypto pki ta-profile privateca
ta-certificate
—=BEGIN CERTIFICATE =
MIIGAZCCA+UgAWIBAQIUEVEsxopuixT2QHZDI/UYARDY sdowDQYJROZIhveNAQEL
BQAWGYgXCZAJEgNVEAYTALVINRMWEQY DVRQIDAPDYWXPZnS ybmlhMRIWERYDVQQE
DA1TAWSueXZhbGUxHDAaBYNVEACMEOFYAWIh I FRYYW1uaWSn IEXhY nMyE 2 ARBGNV
BASMCKEDTINYIFRLC3QxHTADBgNVEAMMEHI VD3R YSShY25zeHR1C3QuY29tMB4X
DT IyMTEYM] IWNTQXOFOXDIMYMTEXOT IWNTOROFOWgYgXCZAJBgNVBAYTALVTMRMY
EQYDVQQIDARDYWxpZmS ybml hMRIWEAYDVQQHDAL TAW SueX ZhbGUxHDAaBgNVEAGH
EOFydWJnIERYYWluaWsnIEXNYnMxEzAREgNVBASMCKEDTINY IFR1C3QXKHTADEGNV
BAMMFEJvD3RjYS5hY25zeHR1c3QuY29tMIICT JANEgkqhkiGOWOBAQEFAROCAGRA
MIICCgKCAgEASiUzsBkJIcUgcdsbRyoLd0ZNgpeX fphk2VsSzZngPlLCcu3lea3oHU
VeGchhIXOQaIHDUTCLpd bS5 I £6324nK2A36TELYWKOa0PSgUI y+61XXMASRD SDRE
Cyo¥SFBspVIiEo2n2hgldm/ DLEY Lhxo522UKav/ 08DME 2D/ yWUZGNLQRDE/LTivk
CWE+L5WIGSrH10i/ rgIM/+W20n58aDx5f 1ANaHIb YARTWEMukLUXQ/ £8+7+9PX ju
BY5SMr4bT TRaWW] 6CkWOkEWhmy ETMMPSHTuT4t3evh7jd/ 1 Tkm520g/VEkvNTTWS
fif71lkWhevmlLlvex¥nj+S3CWnAFdarR7S33aéxwdINCDOLEPBEL1OONKeOVMAMO2
102t JNPFueBtlEBRo1R+IMANQK] 3B2)1BOWhSLHFEImLr OLEy/edVaXhIUNM®Of I
JKeSw38TDm3tlkS8PBCOaLl]) 554t YJRXCZLDnrg70z1e3 7sxENYoBLgRp7 TecdfePr
cP/spBU6Egti2F0ijkU6k37moL3 sMs2uHgCOYWpfRYFI09BWCRExmy 8 1UePiS1sW
0goCaPDr35W/04431/z6A+q/ ciwVIALS+zEfROMDEx04 VMygdttaiWZ 05GAQQSH]
redOmQEQFMwkybzaELtAgYOWGKB5ET/ X1 fRLV:ne YUSWOAE ZwmscI 3kCAWEARAN
MCEWHQRYDVROOBEYEFGHCH/ 24 7S dNEIHRY DHFCE S 28 khMB SCALUEIWwQYMBARFGXE
H/z47SpdNKIhjDXFCL]) z8XkhMABGALUEWES/ wQFMAMBAL BWDgYDVROPAQH/ BAQD
AgQGGMAOGCSQGSIb3DREBCWUARE ICAQBSTGI spaamHOX T snWgmuxEPANJEdPEOELe
wOnpUxkVbeSProwls luRJIMPTROZ SIWVWETIMETSID4 JAK+d0usT4TDKWWPEQFLQ
F5svFKSaEJ59%ceD+eDWL4IATIi3zjb9ZBuBa3LkaPTkyT1SnI0+opN+vdV4 3LNXh
T23xEmLCS0Uolg3bb8zpkWXieeFwSo2BafFMscPdf75DVY+x+001SgpjbWRASE0E
jRAZHrKmsqgorIG+3Tbixgal]j SnMzWpKOn2HIKCVcl6uk2pDNbiYVbU3kob/ ZWOmK
DRYKAURSAFEN3LKDYQoBET/ ChT/ DY 77FoSt fgUgDEE] 3EQaM76:£85221GCsrEkp
CrpSoKP6jioCi2EcidkzssmbzARWKXNAE 7TVWRI00iypgEFRKIVU/ kCeS02ZKaxNYd
sIKINh7gG4pcRanFfDAdFDS vV OWKnXEkKppUpN 6w+Quc+ihaFpPEGVEOYTayZe
z5cz5yEaVXTbIXRNVSg9000g7XIMBT14SK1pyrHsjEsp670g3zgnNot/vEfHhI30
zUTtBedUPGWEra0dgkHH Imbbl q¥e nxKpMz5 6A0APBKKV 1 cYOuTQOSHKEDASLIGH]
sqyWWHAPL TRE41H] F+7FEMUGUINZENT 52Q8 SCPAPCOVe JEINNL/a0+3VENz4 91
Nré3Moxe Yws==
—END CERTIFICATE-—
END_OF_CERTIFICATE
vsf member 1
type ji666a
dhepvd-snooping
vian 1
vian 2
vian 4
dhepv4-snooping
spanning-tree
Interface mgmt
no shutdown
aaa authentication port-access dot1x authenticator
enable
interface lag 1
no shutdown
no routing
vian trunk native 1
vian trunk allowed 2,4
4-snooping trust
interface 1/1/1-1/1/24
no shutdown
no routing
vian access 4
aaa authentication port-access deot1x authenticator
enable
Interface vian 1
Interface vian 2
ip address 10.1.2.1/24
ip route 0.0.0.0/0 10.1.2.254
ip dns domain-name example.com
ip dns server-address 10.1.1.9

!
hitps-server vif default
hitps-server vif mgmt
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What is one immediate remediation that you should recommend?

A. Changing the switch\\'s DNS server to the mgmt VRF

B. Setting the clock manually instead of using NTP

C. Either disabling DHCPv4-snooping or leaving it enabled, but also enabling ARP inspection
D. Disabling Telnet

Correct Answer: D

According to the AOS-CX Switches Multiple Vulnerabilities1, one of the vulnerabilities (CVE-2021-41001) affects the
Telnet service on AOS-CX switches. This vulnerability allows an unauthenticated remote attacker to cause a denial-
ofservice condition on the switch by sending specially crafted Telnet packets. The impact of this vulnerability is high, as
it could result in a loss of management access and network disruption. Therefore, one immediate remediation that you
should recommend is to disable Telnet on the switch. This way, the switch can prevent any malicious Telnet traffic from
reaching it and avoid the exploitation of this vulnerability.

QUESTION 3
You want to use Device Insight tags as conditions within CPPM role mapping or enforcement policy rules.
What guidelines should you follow?

A. Create an HTTP authentication source to the Central API that queries for the tags. To use that source as the type for
rule conditions, add it an authorization source for the service in question.

B. Use the Application type for the rule conditions; no extra authorization source is required for services that use policies
with these rules.

C. Use the Endpoints Repository type for the rule conditions; Add Endpoints Repository as a secondary authentication
source for services that use policies with these rules.

D. Use the Endpoint type for the rule conditions; no extra authorization source is required for services that use policies
with these rules.

Correct Answer: D

According to the Aruba Cloud Authentication and Policy Overviewl, Device Insight tags are stored in the Endpoint
Repository and can be used as conditions within CPPM role mapping or enforcement policy rules. The rule condition
type should be Endpoint, and the attribute should be Device Insight Tags. No extra authorization source is required for
services that use policies with these rules. Therefore, option D is the correct answer. Option A is incorrect because
creating an HTTP authentication source to the Central API is not necessary to use Device Insight tags as conditions.
Device Insight tags are already synchronized between Central and CPPM, and can be accessed from the Endpoint
Repository. Option B is incorrect because using the Application type for the rule conditions is not applicable to Device
Insight tags. The Application type is used to match attributes from the Application Authentication source, which is used
to integrate with third-party applications such as Microsoft Intune or Google G Suite. Option C is incorrect because using
the Endpoints Repository type for the rule conditions is not valid for Device Insight tags. The Endpoints Repository type
is used to match attributes from the Endpoints Repository source, which is different from the Endpoint type. The
Endpoints Repository source contains information about endpoints that are manually added or imported into CPPM,
while the Endpoint type contains information about endpoints that are dynamically discovered and profiled by CPPM or
Device Insight. Adding Endpoints Repository as a secondary authentication source for services that use policies with
these rules is also unnecessary and redundant.
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QUESTION 4

A company has an Aruba ClearPass server at 10.47.47.8, FQDN radius.acnsxtest.local. This exhibit shows ClearPass
Policy Manager\\'s (CPPM\\'s) settings for an Aruba Mobility Controller (MC).

Edit Device Details °

MWW SNMP Read Settings  SNMP Write Settings  CLI Settings  OnConnect Enforcement  Attributes

Name: ExamMC |

IP or Subnet Address: 1047404 I
(e.g., 192.168.1.10 or 192.168.1.1/24 or 2001:db8:a0b:12f0::1 or 2001:db8:a0b:12f0::1/64)

Device Groups:

Description:

RADIUS Shared Secret: sisassrssases verify:
TACACS+ Shared Secret: Verify:
Vendor Name: Aruba -

Enable RADIUS Dynamic Authorization:
Enable RadSec:

[ Conce |
The MC is already configured with RADIUS authentication settings for CPPM, and RADIUS requests between the MC
and CPPM are working. A network admin enters and commits this command to enable dynamic authorization on the
MC:

aaa rfc-3576-server 10.47.47.8

But when CPPM sends CoA requests to the MC, they are not working. This exhibit shows the RFC 3576 server
statistics on the MC:

RADIUS RFC 3E7€ Statistics

Server isconnect Req Disconnect Acc Disconnect Rgd No Secret No §gaa ID Bad Auth
Invalid Req Pkts Dropped Unkmown service CoA Req CoA Acc Coh Rgy No per=m

Qo
o
L= =]
(=]
=]
©
(= = ]

How could you fix this issue?
A. Change the UDP port in the MCs\\' RFC 3576 server config to 3799.
B. Enable RadSec on the MCs\\' RFC 3676 server config.

C. Configure the MC to obtain the time from a valid NTP server.
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D. Make sure that CPPM is using an ArubaOS Wireless RADIUS CoA enforcement profile.
Correct Answer: A

Dynamic authorization is a feature that allows CPPM to send change of authorization (CoA) or disconnect messages to
the MC to modify or terminate a user session based on certain conditions or events 1. Dynamic authorization uses the
RFC 3576 protocol, which is an extension of the RADIUS protocol 2. To enable dynamic authorization on the MC, you
need to configure the IP address and UDP port of the CPPM server as the RFC 3576 server on the MC 3. The default
UDP port for RFC 3576 is 3799, but it can be changed on the CPPM server . The MC and CPPM must use the same
UDP port for dynamic authorization to work properly 3. In this scenario, the MC is configured with the IP address of the
CPPM server (10.47.47.8) as the RFC 3576 server, but it is using the default UDP port of 3799. However, according to
the exhibit, the CPPM server is using a different UDP port of 1700 for dynamic authorization . This mismatch causes the
CoA requests from CPPM to fail on the MC, as shown by the statistics . To fix this issue, you need to change the UDP
port in the MCs\\' RFC 3576 server config to match the UDP port used by CPPM, which is 1700 in this case.
Alternatively, you can change the UDP port in CPPM to match the default UDP port of 3799 on the MC. Either way, you
need to ensure that both devices use the same UDP port for dynamic authorization .

QUESTION 5

Refer to the scenario.

# Introduction to the customer

You are helping a company add Aruba ClearPass to their network, which uses Aruba network infrastructure devices.
The company currently has a Windows domain and Windows CA. The Window CA issues certificates to domain

computers, domain users, and servers such as domain controllers. An example of a certificate issued by the Windows
CA is shown here.

HPE6-A84 PDF Dumps | HPE6-A84 VCE Dumps | HPE6-A84 Exam Questions 6/12


https://www.geekcert.com/hpe6-a84.html
https://www.geekcert.com/hpe6-a84.html
https://www.geekcert.com/hpe6-a84.html

VCE & PDF https://www.geekcert.com/hpe6-a84.html
2024 Latest geekcert HPE6-A84 PDF and VCE dumps Download

GeekCert.com

aN Centif

General Detalls Certification Path

Windows does not have enough information to verify
this certihicate.

Issued to: employee |

Isswved by: Intca.acnsxtest.com

Vald from 8/12/2022 te 8/12/2023

Instal Certficate. .. lsouer Statement
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Show: <Al> ’
Feld value
 SMIME Capabiibes [1]SMIME Capabiity: Object I...
5L Subject Key Identifier 066631063703 5f0ceBceed28. ..
| Authority Key Identfier KeylD=c39da74dbe 13586¢8d. ..
Qmmvmu [1]CRL Distribution Pont: Dstr...

| Authority Information Access [ 1]Authority Info Access: Acc...

_ _?Llﬁ-L*i.L3IL15.2 3049030 3206020 2 060104...
| Ef-uiw Niwntal Commah rs Vau Frsribes
[Other Name:

Principal Name =employee 1 Sacnsxtest.com
|RFC822 Name =employee | Bacnsxtest.com

Edit Properbes Copy to Fie...

oK

The company is in the process of adding Microsoft Endpoint Manager (Intune) to manage its mobile clients. The
customer is maintaining the on-prem AD for now and uses Azure AD Connect to sync with Azure AD.

# Requirements for issuing certificates to mobile clients
The company wants to use ClearPass Onboard to deploy certificates automatically to mobile clients enrolled in Intune.
During this process, Onboard should communicate with Azure AD to validate the clients. High availability should also

be

provided for this scenario; in other words, clients should be able to get certificates from Subscriber 2 if Subscriber 1 is
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down.

The Intune admins intend to create certificate profiles that include a UPN SAN with the UPN of the user who enrolled
the device.

# Requirements for authenticating clients

The customer requires all types of clients to connect and authenticate on the same corporate SSID.
The company wants CPPM to use these authentication methods:

1.

EAP-TLS to authenticate users on mobile clients registered in Intune

2.

TEAR, with EAP-TLS as the inner method to authenticate Windows domain computers and the users on them To
succeed, EAP-TLS (standalone or as a TEAP method) clients must meet these requirements:

1.
Their certificate is valid and is not revoked, as validated by OCSP
2.

The client\\'s username matches an account in AD # Requirements for assigning clients to roles After authentication, the
customer wants the CPPM to assign clients to ClearPass roles based on the following rules:

1.

Clients with certificates issued by Onboard are assigned the "mobile-onboarded" role
2.

Clients that have passed TEAP Method 1 are assigned the "domain-computer” role
3.

Clients in the AD group "Medical" are assigned the "medical-staff" role

4,

Clients in the AD group "Reception” are assigned to the "reception-staff” role The customer requires CPPM to assign
authenticated clients to AOS firewall roles as follows:

1.

Assign medical staff on mobile-onboarded clients to the "medical-mobile" firewall role
2.

Assign other mobile-onboarded clients to the "mobile-other" firewall role

3.

Assign medical staff on domain computers to the "medical-domain” firewall role
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4,

All reception staff on domain computers to the "reception-domain" firewall role

5.

All domain computers with no valid user logged in to the "computer-only" firewall role
6.

Deny other clients\\' access # Other requirements Communications between ClearPass servers and on-prem AD
domain controllers must be encrypted. # Network topology For the network infrastructure, this customer has Aruba APs
and Aruba gateways, which are managed by Central. APs use tunneled WLANSs, which tunnel traffic to the gateway
cluster. The customer also has AOS-CX switches that are not

managed by Central at this point.

INTERNET

Central

Azure AD/Intune

Corporate
WLAN
tunneled to
gateway
cluster
# ClearPass cluster IP addressing and hostnames A customer\\'s ClearPass cluster has these IP addresses:
1.

Publisher = 10.47.47.5

2.
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Subscriber 1 = 10.47.47.6

3.

Subscriber 2 = 10.47.47.7

4,

Virtual IP with Subscriber 1 and Subscriber 2 = 10.47.47.8
The customer\\'s DNS server has these entries
1.

cp.acnsxtest.com = 10.47.47.5

2.

cpsl.acnsxtest.com = 10.47.47.6

3.

cps2.acnsxtest.com = 10.47.47.7

4,

radius.acnsxtest.com = 10.47.47.8

5.

onboard.acnsxtest.com = 10.47.47.8

You have created a role mapping policy as shown in the exhibits below.

Policy _ Mapping Rules [[ERETI
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Policy:

Policy Name: written-exam
Description

Default Role [Other

Mapping Rules:

Rules Evaluation Algorithm: Evaluate al

Conditions
1 Certificate:Subject-CN ClearPass Intune Certificate Authority (Signing))
2 Authorization:UniversityAD : Groups Medical)
3 Authorization:UnlversityAD: Groups Reception)
4 Authentication:TEAP-Method-1-5Status Success)

What is one change that you need to make to this policy?
A. In rule 1 change Subject-CN to Issuer-CN.

B. Move rules 2 and 3 to the top of the list.
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C. Change the rules evaluation mechanism to first applicable.
D. Change the default role to \'mobile-onboarded*

Correct Answer: A
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