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QUESTION 1

Which error logs should the administrator be reviewing to determine why the relates service is down? 

A. Solver.log 

B. Arithmos.ERROR 

C. Cerebro.ERROR 

D. Tcpkill.log 

Correct Answer: C 

Explanation: The error log that the administrator should review to determine why the relay service is down is
Cerebro.ERROR. Cerebro is a service that runs on each FSVM and provides relay functionality for Data Lens. Relay
service is responsible for collecting metadata and statistics from FSVMs and sending them to Data Lens via HTTPS. If
Cerebro.ERROR log shows any errors or exceptions related to relay service, it can indicate that relay service is down or
not functioning properly. References: Nutanix Files Administration Guide, page 23; Nutanix Data Lens User Guide 

 

QUESTION 2

ionization deployed Files in multiple sites, including different geographical locations across the globe. The organization
has the following requirements to improves their data management lifecycle: 

Provide a centralized management solution. 

Automate archiving tier policies for compliance purposes. 

Protect the data against ransomware. 

Which solution will satisfy the organization\\'s requirements? 

A. Prims Central 

B. Data Lens 

C. Files Analytics 

Correct Answer: B 

Explanation: Data Lens can provide a centralized management solution for Files deployments in multiple sites, including
different geographical locations. Data Lens can also automate archiving tier policies for compliance purposes, by
allowing administrators to create policies based on file attributes, such as age, size, type, or owner, and move files to a
lower-cost tier or delete them after a specified period. Data Lens can also protect the data against ransomware, by
allowing administrators to block malicious file signatures from being written to the file system. References: Nutanix Data
Lens Administration Guide 

 

QUESTION 3

An administrator created a bucket for an upcoming project where internal users as well as an outside consultant ....
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Object Browser. The administrator needs to provide both internal and consultant access to the same bucket. 

The organization would like to prevent internal access to the consultant, based on their security policy. 

Which two items are requires to fulfill this requirement? (Choose two.) 

A. Configure Directory Services under the Access Keys section 

B. Generate access keys based on directory and email-based users. 

C. Install third-party software for bucket access to all users. 

D. Generate access keys using third-party software. 

Correct Answer: AB 

Explanation: Nutanix Objects supports directory services integration, which allows administrators to configure access
keys based on directory and email-based users. This enables granular access control and security for buckets and
objects. The administrator can configure directory services under the Access Keys section in Prism Central, and then
generate access keys for internal users from the directory service and for the consultant from an email address2.
References: Nutanix Objects Administration Guide2 

 

QUESTION 4

Which protocols are supported by Files? 

A. SMBv2 SMBv3, NFSv2, NFSv3 

B. SMBv1. SMBv2, NFSv2, NFSv3 

C. SMBv1. SMBv2, NFSv3, NFSv4 

D. SMBv2 SMBv3, NFSv3, NFSv4 

Correct Answer: D 

Explanation: The protocols that are supported by Files are SMBv2, SMBv3, NFSv3, and NFSv4. SMB (Server Message
Block) is a protocol that allows clients to access files, printers, and other resources on a network. NFS (Network File
System) is a protocol that allows clients to access files on a remote server as if they were local. Files supports both
SMB and NFS protocols for creating shares and exports that can be accessed by different types of clients. References:
Nutanix Files Administration Guide, page 31; Nutanix Files Solution Guide, page 6 

 

QUESTION 5

An administrator wants to monitor their Files environment for suspicious activities, such mass deletion or access
denials. 

How can the administrator be alerted to such activities? 

A. Configure Alerts and Events in the Files Console, filtering for Warning severity. 

B. Deploy the Files Analytics VM. and configure anomaly rules. 
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C. Configure Files to use ICAP servers, with monitors for desired activities. 

D. Create a data protection policy in the Files view in Prism Central. 

Correct Answer: B 

Explanation: The administrator can monitor their Files environment for suspicious activities, such as mass deletion or
access denials, by deploying the File Analytics VM and configuring anomaly rules. File Analytics is a feature that
provides insights into the usage and activity of file data stored on Files. File Analytics consists of a File Analytics VM
(FAVM) that runs on a Nutanix cluster and communicates with the File Server VMs (FSVMs) that host the file shares.
File Analytics can alert the administrator when there is an unusual or suspicious activity on file data, such as mass
deletion, encryption, permission change, or access denial. The administrator can configure anomaly rules to define the
threshold, time window, and notification settings for each type of anomaly. References: Nutanix Files Administration
Guide, page 93; Nutanix File Analytics User Guide 
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